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Se distribuyd entregable Etapa 4.5 al GC FRAE =2

‘ Etapa O (Fase 1)

Q Etapa 1:

3? Etapa 2:

Etapa 3:

E Etapa 4.

Etapa 4.5:

— Fase 2

— Fase 3

Flujo de solicitud de informacion de términos y condiciones y canales (completado)

Flujo de consulta de informacion de Persona Natural * (incluye mecanismo alternativo)

Monitoreo + Plan de Prueba (Onboarding) + Gestidon posterior al consentimiento
(revocacion, consultas, etc.) + Portal Web *

Resolucion de temas abiertos de Flujo de consulta de informacién de Persona Juridica®

Iniciacion de pagos (caso uso base o MVP)

Iniciacion de pagos (otros casos de uso)

* Informacion para Bancos, Emisores de tarjetas de pago y otros proveedores de cuentas
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Se distribuyo entregable Etapa 4.5 al GC

 Documento considero (sumado a los inputs de los entregables anteriores): reuniones de los GT sostenidas
entre el 21 de agosto y el 4 de septiembre, vision del Equipo de Soporte, y resultados de posiciones de los
participantes de los GT a consultas del Equipo de Soporte (EdS).

* Los cambios se dejaron destacados en amarillo y los textos borrados quedaron tachados.

* Casos de uso: pagos unicos e instantaneos originados desde PJ firma simple, pagos programados inc, pagos
recurrentes en monto fijo y monto variable iniciado desde PN o PJ firma simple.

* Posterior a la reunion, y si el foro lo considera necesario, podemos hacer circular una version limpia (sin
resaltar los cambios) y agregar acuerdos que se tomen en esta reunion, si aplica.

10 de octubre 2025/ Grupo Consultivo SFA



Principales contribuciones al proceso de discusion

Etapa 4 — Versién 4.0.0

Indice

1. Introduccién

2. Contribuciones proceso de discusién Etapa 4
2.1. Flujo iniciacién de pagos . . . . . . .. . oo
2.2. Manejo de limites de TPS/TPM para pagos . . . . .. ........
2.3. Gestién del consentimiento . . . . . ... ... .o
2.4. Casos de borde en iniciacién de pagos . . . . . . ... .0
2.5. Procedimiento para operaciones desconocidas por usuarios . . . . . .

3. Infraestructura
3.1. Servicios brindados por el Directorio . . . ... ... ... .. ....
3.2, Diccionario de datos “Base de datos liviana” . . . . .. ... .. ...
3.3. Continuidad del Directorio . . . . . .. .. ... ... ... ......
3.4. Mddulo de Comunicaciones. . . . . ... ... ... .. ... .....
3.5. Registro Dindmico de Clientes . . . . . .. ... ... ... ......
3.6. Portal Web Desarrol lladores . . ......... ... ... . ....
3.7. Mecanismos de Monitoreo . . . . . ... ... .. e
3.8. Autoridades Certificadoras . . . . . .. .. ... ... ... .. ....
3.9. Mecanismo Alternativo . . . . . . . .. .. ... ...

4. Intercambio de Informacién
4.1. Diccionariode Datos . . . . .. .. . ... ...
4.2, Consideraciones para API Endpoints y Servicios . . . . ... ... ..
43. Cédigosde Error . . . . .. ... ... L
44, Mecanismosde Pagos . . . . . . .. ... . ... ... ... ...
45, Endpoint Pagos . . . . . ... ... ... . ... e
46. SLAsdelas APIs . . . . . . . . . . ... ...
4.7, Medicion TPSy TPM . . . . . . . .. i it i
4.8. Método de Céleulo de Disponibilidad . . . . . . .. ... ... ...,
4.9. Certificacién de las APIs de las PSBIeIPIs . ... ... .......
4.10. Generacién y Gestion del Consentimiento . . . . . . . . ... ... ..

5. Requerimientos de Seguridad
5.1. Perfil Financiero de Seguridad FAPI 2.0 ... ... ... .. .. ;
5.2. Consideraciones implementacién FAPI 2.0 para el SF.
5.3. Desafios de Implementacién de FAPI 2.0 en Chile
54. Grants QAuth2.0. . .............,
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Roles y responsabilidades

Dado olue este tema englobe una
multiplicidad de aspectos que supera el
mandato de los GT, el EdS sugiere varios

elementos que deben discutirse a nivel
del GC.

Lineamientos de nuevos casos
de uso

Debido a que hay temas que tienen cruce
con la discusion de roles y
responsabilidades, el EAS propone
lineamientos respecto de los roles de
PSIPs e IPCs.

Panel de control

Propuesta simplificada de
implementacion del panel de control,
dadas las complejidades de implementar
el framework sugerido por el OIDF.

Endpoints iniciacion de pagos

Se especifica una estructura para los
endpoints de los casos de uso de las
etapas 4vy4.5.




Respaldo de repositorio

* Con el fin de cerrar la etapa de soporte del EdS:

 Serepondra toda la informacion de las etapas anteriores. Se ordenaran las carpetas por Etapas y cada
etapa tendra las reuniones con sus respectivos documentos y videos.

* Los gremios y CMF tendran 4 semanas para poder ingresar y respaldar toda la informacion.

* Pasadas las dos semanas, se eliminaran los accesos a todos los participantes y el EdS eliminara el
repositorio.

e GitLab quedara administrado por la CMF para que disponga de los diagramas de flujos, quedando 7

meses de licencias para que puedan seguir trabajando en esta plataforma, en caso que lo decida el
Foro.

10 de octubre 2025/ Grupo Consultivo SFA
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‘))) Sistema de Finanzas Abiertas

Temas a Considerar

Santiago, 10 de Octubre de 2025
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Consentimiento y su Gestion

e Asclun Terms of Service Privacy Policy m

P

N

\\
) J

Password

) Verify via SMS

Veriiy via 2140 SEND CODE

01

02

Desafio del Control

Uno de los principales desafios detectados en la arquitectura del consentimiento es
la posibilidad de abuso o uso excesivo de la autorizacion entregada por el cliente,
especialmente en contextos donde el control efectivo de su vigencia y alcance es
difuso.

Para mitigar este riesgo, se propone establecer un mecanismo de renovacion
bimensual del consentimiento, de modo que los clientes deban ratificar su
voluntad cada dos meses.

La autoridad financiera britanica (FCA) buscando reducir la friccion y las cargas
innecesarias sobre los usuarios. En lugar de exigir que los clientes vuelvan a
autenticarse ante el IPC cada cierto periodo (90 dias), se establecié que PSBI y PSIP
sean quienes reconfirmen el consentimiento del cliente dentro del plazo

03

Renovacion Bimensual

Los clientes ratifican su consentimiento cada
dos meses, fortaleciendo el control sobre sus
datos.

Evaluacion Periodica CMF Extension Gradual

La CMF evalua peridédicamente los resultados  Dependiendo del comportamiento y madurez
del modelo implementado. del sistema, se pueden extender

gradualmente los plazos de vigencia.
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Extension del Plazo de
Implementacion

+6

Meses Adicionales

Propuesta de extension del plazo inicial

%

Desarrollo Validacion

Tiempo para construir sistemas Proceso de validacion y
robustos cumplimiento normativo
Pruebas

Verificacion exhaustiva de las funcionalidades




Costos y Mecanismos Alternativo

Directrices Clave

Costos de

Para el disefio del mecanismo de contingencia, es fundamental evitar la Requeninmic s C”mpll'm'e"t"

duplicacion de lao costos y sistemas. Regulatatorios

La Ley N° 21.521 entrega a la CMF la responsabilidad de complementar la ley
mediante normas técnicas y operativas.

Estas decisiones regulatorias definen los estandares de implementacion y
tienen un impacto directo en los costos de cumplimiento e inversion de los
participantes del sistema.

4 | PL g & A )
.. . . . ;. Requerimientos aumento
El diseno del mecanismo alternativo debe fundarse en parametros minimos de Requlatorios ~~  de Costos

seguridad y trazabilidad sujetos a supervision de la CMF, pero flexibles
segun el tamano, rol y capacidad operativa de cada actor, conforme a
principios de proporcionalidad y segmentacion.

€S )

Estandar Minimo Escalabilidad Fiscalizacion CMF

Criterios comunes y proporcionales. Adaptacion a cada institucion. Asegurar cumplimiento progresivo.

Asociacion
# Retail
Financiero
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Verificacion de Poderes y
Responsabilidades

La regulacion propuesta limita la verificacion de érdenes por emisores o IPI/IPC,
trasladando la responsabilidad al PSBI o PSIP. Esto genera conflicto con la Ley No.
20.009, que establece la responsabilidad del emisor en casos de fraude.

Conflicto Regulatorio Riesgo para Emisores
Limitacion de verificacion para Emisores expuestos a
emisores choca con Ley N° responsabilidades por actos no
20.009. validados.

Control Compartido

Implementar modelo de control
compartido. Cuidar el KYC




Tarifas y Compensacion

El Desafio Actual

 En materia de tarifas, la Ley N° 21.521 autoriza recuperar costos
operacionales (OPEX), pero no establece criterios claros para su calculo o
cobro.

 Este tema debe abordarse antes y no después.

Principios Tarifarios Clave

La regulacion debe precisar principios tarifarios transparentes, proporcionales y revisables que guien el calculo y cobro de las
tarifas.

Mecanismos de Compensacion Equitativos

Es necesario establecer mecanismos de cobro y compensacion.

Asociacion
# Retail
Financiero




Implementacion Gradual y Modular

La implementacion del sistema de finanzas abiertas debe seguir un principio de gradualidad funcional, no solo temporal. Esto significa avanzar
por fases, priorizando funcionalidades criticas como el consentimiento, la autenticacion y los scopes basicos de datos, antes de incorporar

maodulos mas complejos.

Este enfoque debe inspirarse en la l6gica de un MVP (Minimum Viable Product), es decir, una version inicial del sistema que permita operar
con los componentes esenciales, probar la interoperabilidad y validar los mecanismos de seguridad.

,J\\ MVP Inicial

Version inicial con componentes esenciales: consentimiento, autenticacion y scopes basicos de datos

1« Validacion

Probar interoperabilidad y validar mecanismos de seguridad en entorno controlado

@ Correccion

Identificar y corregir eventuales fallas antes del escalamiento completo

@ Escalamiento

Incorporar modulos complejos progresivamente segun madurez del sistema

[ Beneficios del Enfoque Modular: Equilibra cargas de implementacion, distribuye costos en el tiempo y asegura una curva de
aprendizaje que favorece la estabilidad del sistema y la inclusion de actores con distintas capacidades tecnologicas.
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Asociacion Gremial de Empresas de Innovacion
Financiera de Chile A.G. (FinteChile)




‘,

tapa 4.5

senla parte final de la etapa 4.5, la posicion de FinteChile a cada punto y los
)S cambios consolidados en el Entregable etapa 4.5: Iniciacion de pagos.

Octubre 2025
www.fintechile.org



GT UX Posiciones

Lineamiento nuevos casos de uso
No adherimos y mantenemos nuestra
posicion presentada en los GT

Posiciones Presentadas E

Posicion Argumento

. Si en lugar de caracteristicas, se norman “casos de uso”, no queda
espacio para la innovacion, por lo que creemos que en el foro se El Rol de PSIPs e IPCs:
deberian establecer los lineamientos para el uso, mas no normar los Adherimos
casos de uso.

. Para los pagos recurrentes, creemos que debe ser una implementacion
minima y flexible, que entregue a los PSIPs la responsabilidad de

1 implementar los diferentes casos de uso.

- En el particular de los pagos programados como caso de uso, Contenido técnico de los casos de
creemos que deberia implementarse como un caso especifico del )
pago recurrente, con un refresh token de larga duracion pero que se Uuso: .
pueda utilizar para un Unico pago. Adherimos

. Ambas propuestas simplifican la implementacion a IPCs y da la
responsabilidad y libertad de implementacién a los PSIPs ,
fomentando la innovacion en los servicios de pagos con recurrencia.

Implementacion de flujos

. Adherimos a que los PSIPs sean los orquestadores de los pagos )
2 mientras que los IPCs den cumplimiento a una orden de pago, en desataChadO&
funcion de lo que se discuta en el foro sobre roles y responsabilidades Adherimos

. Adherimos a los campos propuestos para el Authorization Details,
3 conforme a lo que se defina en la discusioén del foro sobre Roles y
Responsabilidades




GT UX

Posiciones Presentadas

Posicion

Argumento

4

. Adherimos a que los hitos se discutan en el foro consultivo, que la

implementacion sea gradual.

. Nuestra posicion es que se adelanten los pagos redirigidos y no

retrasar los recurrentes, condicion para nuestra adhesion.

Posiciones

1]

Lineamiento nuevos casos de uso
No adherimos y mantenemos nuestra
posicion presentada en los GT

El Rol de PSIPs e IPCs:
Adherimos

Contenido técnico de los casos de

uso:
Adherimos

Implementacion de flujos

desatachados:
Adherimos




GT APIs

Posiciones Presentadas

Posicion

Argumento

. Estamos de acuerdo con que la notificacion de la revocacion se realice

mediante un webhook.

. Sin embargo, creemos que la finalidad se debe mostrar en el panel de

consentimiento, de lo contrario este seria un panel de autorizacion, por
lo que sera necesario notificar las actualizaciones.

. Creemos que los pagos se deben implementar desde un unico

endpoint.

. La diferencia de monto se determina en el payload del llamado.
. Las diferencias de recurrencia se manejan a nivel de token y dentro de

los limites que establecen en el grant.

. Adherimos a los campos propuestos por el equipo de soporte.

Posiciones

|

Mecanismos de Actualizacion y
Notificacion del Consentimiento

(Panel de Control)
No adherimos y mantenemos nuestra
posicion presentada en los GT

Endpoint Pagos:
No adherimos y mantenemos nuestra
posicion presentada en los GT

Flujo desatachado y campos

opcionales:
Adherimos




Otros Comentarios

Mecanismos de pago

Puntos Clave

Arquitectura de
Alto nivel

. EI PSIP llama al endpoint /backchannel-authentication (CIBA) en el

OP (IPI/IPC).

. EI OP resuelve el usuario (login hint), crea la transaccion y lanza

una notificacion push al dispositivo autenticador (App del banco) a
través de FCM/APNS (o gateway propio).

. La App autenticadora muestra la solicitud (datos

firmados/inmutables), el usuario aprueba/rechaza (FIDO2/OTP).

. ElI OP finaliza la autenticacion; el PSIP pulsa /token con auth_req_id

siguiendo interval.

. Entregado el access token (y si aplica id token), el PSIP ejecuta el

pago en el RS.

| 2

Propuesta de FinteChile

En vez de utilizar un
login_hint, proponemos usar
un id_token_hint usando un
id_token previo del usuario.




Otros Comentarios

Implementacion CIBA

Puntos Clave

Consideraciones
de seguridad

El subgrupo de Cajas de Chile, FinteChile y Coopera recomiendan
que el diseno CIBA para implementacion de flujos desatachados no
sea una exigencia para el inicio de la puesta en produccion del SFA,
ya que es dificil de implementar en los mismos tiempos que el
proyecto SFA.

| 2

Propuesta de FinteChile

No corresponde a lo que
propusimos, la propuesta
considera dos puntos:

Que las instituciones que no
cuenten con un softoken no se
vieran obligadas a implementar
uno para cumplir con CIBA o se
vean exentas.

CIBA si debiera estar
considerado dentro del SFA,
para su implementacion gradual,
se deberia adelantar la puesta
en marcha de pagos con
redireccion




Otros Comentarios

TPSy TPM

Puntos Clave

SLAs de las APlIs

Manejo del limite de TPS/TPM en iniciacion de pagos

La iniciacion de pagos en el SFA es una operacion critica, por lo que
requiere de un tratamiento especial en cuanto al manejo de los
TPS/TPM. En ese contexto, se propone lo siguiente:

e Un valor inicial de 1 TPS (medicion global por institucion) y 6 TPM
(medicion por endpoint).

| 2

Propuesta de FinteChile

No adherimos a esta
propuesta. No vemos una
base objetiva o calculo
razonado. Esto es
especialmente sensible ante
escenarios que ocurran de
aca a 2028 (o mucho antes)
- Ejemplo: ;Qué pasa
con un PSIP que ya
procesa mas de 0.1
TPS con un IPC? Las
6 TPM no alcanzan.




Asociacion de Bancos e Instituciones Financieras
de Chile A.G (ABIF)




Sistema de Finanzas Abiertas
Entregable 4.5

10 de Octubre de 2025



-
banca

asociacion de bancos

Toda informacion a la que se tenga acceso o se reciba en el contexto de la implementacion del

Sistema de Finanzas Abiertas esta sujeta a la obligacion de confidencialidad contenida en la
Declaracion de Confidencialidad del Foro de SFA firmada por la ABIF. En consecuencia, dicha
informacion no debe divulgarse, reproducirse ni utilizarse para fines distintos al proceso de
implementacion antes mencionado, salvo autorizacion expresa de la Secretaria Técnica o del

titular de la informacion

31



1. Comentarios Entregable 4.5
Agenda 2. Preocupaciones generales

3. Impacto en costos de las definiciones




El principal desatfio de los nuevos casos de uso no es técnico simo de Roles v Respon-
sabilidades, que a su vez debe determinar el marco o lineamientos de las definiciones
tecnicas. Es por ello que el EdS realiza una propuesta de lineamientos en base a los
sigulentes principlos:

» Principio de Gradualidadj Este principio privilegia tomar decisiones sobre fun-

ciones y productos que balanceen adecuadamente los costos de implementacion
miclal del SFA con los beneficios para el usuario final. EI SFA debe ser evolutivo.

s Principio de Balance entre Seguridad y UX{] Este principio privilegia la toma de

decisiones que aseguren un adecuado nivel de seguridad, considerando siempre
la experiencia de usnario.

D

ntexto - Principios declarados por el EqQuipo de banca

asociacion de bancos

Soporte (EdS o UAI)

La mejor manera de abordar estos principios,
qgue ABIF comparte, definidos por la UAI:

» Por principio de gradualidad se debe
comenzar por el desarrollo de:

» Pagos unicos, inmediatos en pesos
> Personas Naturales

» Basados en TEF (Transferencia
Electronica de Fondos)

» Por principio de balance entre seguridad y
UX se debe comenzar por flujos basados en
redirect entre el PSIP e IPC.

33



Roles y Responsabilidades
Como consecuencia de la discusion de los flujos de 1mciacion de pagos y de la
gest1on de reclamos de usuario, es que el EdS considero necesario incorporar la
discusion de Roles y Responsabilidades en las reuniones del GT de UX de le Eta-
pa 4.5. En estas reuniones los gremios manifestaron que los temas relacionados
con Roles v Responsabilidades se deben discutir a nivel estratégico, excediendo
el ambito de los G'I'. Es por ello que el EdS no presenta una propuesta de esta
tematica, debido a que engloba una multiphcidad de aspectos clave que se su-
giere (fuertemente) se traten en una o mas sesiones a nivel del Grupo
Consultivo del Foro.

Algunos aspectos que motivan esta posicion son los siguentes:

m Ninguna de las normas en consulta o aprobadas del SFA establece en de-
talle como se asignan responsabilidades frente al cliente en casos de error,
disputa o fraude (responsabilidad en cadena).

m En el SFA no existe una entidad, como las marcas en el modelo de 4 par-
tes, que aborde alguno de los riesgos levantados en las reuniones, muchos
relacionados con mecanismos de seguridad.

m Enfoque de gestion de riesgos:

e 51 bien los PSIPs son actores supervisados por la CMF, la ausencia de
contratos entre las partes, lleva a que algunos participantes manifes-
taran preocupacion de los estandares mimimos exigidos en temas de
riesgo operacional (en particular ciberseguridad v manejo de datos).

e Por otro lado, otros participantes senalan cierta preocupacion que,
debido a la mexistencia de contratos entre las partes, se considere
que la iniciacion de pagos por el SFA sea de muy alto riesgo para las
IPCs o sus chentes, aumentando la probabihidad de que se impongan
restricciones de transacciones nicladas a traves del SFA.

Contexto - Roles y responsabilidades banca

-

asociacion de bancos

UAI insta a que este tema se trate en el Foro SFA.

» Es un tema complejo. Ej. El| mecanismo de Resolucidon de
Disputas de Brasil no se utiliza.

» Ley Fintech indica que para efectos de la ley 20.009 los PSIP
prestan un servicio asociado a transacciones electronicas.

Entonces, la propuesta de ABIF es la siguiente:

1. Toda orden de pago iniciada en el marco del SFA implica que
el PSIP éste sera el primer responsable frente a
operaciones desconocidas.

2. Los PSIP son prestadores de servicios financieros, por lo que
deben tener iguales estandares de seguridad, registro y
autenticacion a los definidos en NCG 538 (CMF).

3. CMF debe establecer un mecanismo de resolucion de
disputas eficiente.



E:.-"[

L.

Resumen de Propuesta UAI

Enfoque para abordar las brechas identificadas en los puntos anteriores.
Durante las reuniones se plantearon tres caminos a discutir: estructurar
un acuerdo marco que pueda servir de base a contratos, via cambios en

normativa de la CMF o via normativa del Banco Central (BCCh). Hubo

(Generar un marco de accion que agilice el proceso de mvestigacion, v en
particular el acceso de informacion de parte de las IPCs en los casos de
fraude. Un punto de partida puede ser el que se encuentra en la propuesta

Mecanismos de seguridad del SFA:

s Enfoque de riesgo en base a tipo de pago. Atendidos el mecanismo
de consentimiento que se ha defimdo para el SFA, el mivel de riesgo
es distinto dependiente del caso de uso. Asi hay mayores riesgos en

Elementos para reforzar el KYC de los chentes de los PSIP que sea pro-
porcional, pero con elementos minimos para operar en el SFA (verificacion
biométrica en el registro, verificacion de listas de AML internacionales,

Mecanismos que incentiven a los PSIP a implementar ARC (por ejemplo,
aumentar los montos limites para aquellos con ARC).

. Mecanizmos de intercambio de informaciom preventivas. Un ejemplo men-

cionado durante las reuniones del G'T' UX es que las plataformas de mo-
nitoreo de las IPCs deben levantar alertas proactivas ante actividades

Contexto - Propuesta UAI de discusiones D

banca

necesarias para roles y responsabilidades

» UAI entrega una propuesta inicial de un set de elementos
minimos para establecer responsabilidades y gestionar
riesgos del sistema de pago del SFA.

» Las preocupaciones expuestas son consistentes con que
todo sistema de pagos requiere contar con una
arquitectura contractual y técnica que permita establecer
responsabilidades y gestionar riesgos.

> Esto no es asi en la normativa del SFA.
> Se propone establecer el siguiente principio:

» Por simetria, a los PSIP se les deben aplicar iguales
condiciones de resguardo operativo y de seguridad
establecidas por la CMF y requeridas para los otros
actores.



to - Roles y responsabilidades: Importancia de
Uha arquitectura contractual y técnica en el SFA

PSIP debe ser el primer responsable frente a operaciones
desconocidas.

 PSIP debe contar iguales estandares de seguridad, registroy
autenticacion a los definidos en NCG 538 (CMF).

 En general, por simetria, los PSIP se deben regir por las mismas
condiciones de resguardo establecidos por la CMF.

D

banca

asociacion de bancos

El IPC — Origen es quien debe
determinar las politicas de
riesgos de estas transacciones

N [ )
LN\ 2. PSIP genera 3. IPC utiliza sistema 4. 5e seners
1. Usuario Inicia orden de pago a de paco subvacente transaccion a |PC
un pago IPC de origen de Pag Y de destino de los
O los fondos m C@:) fondos
H IPC - Destino
Proveedor de Servicio Institucion Proveedora de Camara de Pagos Institucion Proveedora
Basado en Informacién Cuentas. Ej. Bancos de Bajo Valor de Cuentas
Alcance Ley Fintech Infraestructura de Pago
Sistema de Finanzas Abiertas Transferencia Electronica de Fondos (TEF)
. AN 36




Parte 1. Propuestas técnicas positivas banca

» Endpoints de pagos diferenciados por tipo de pago y rutas especificas para personas naturales y
juridicas = Solucion mas eficiente, en términos de integracion, analisis de anomalias y obtencidon de
métricas.

» Cambios de estados de consentimientos del cliente:
» Solo se notificara revocacion
» Serd mediante webhook

» Propuesta recoge consenso de GT sobre limitar el alcance del panel de control:
» No se debe mostrar historial, ni mayor detalle de los consentimientos.

» Se debe exponer solo la accion para revocar el consentimiento en los IPI / IPC / PSBI / PSIP.

» Propuestas de la UAI son consistentes con las limitaciones del estandar para la
generacion y administracion de consentimientos (RAR + Grant Management) definido
por la CMF.



Parte 2. Definiciones sin una evaluacion integral bang

asociacion de bancos

Las definiciones sobre cdmo implementar pagos recurrentes (fijos y variables) y flujos desatachados deben evaluarse de forma integral,

tomando en cuenta:

» Los principios expuestos por la UAl: Gradualidad en base a Costo/Beneficio para el usuario; y balance Seguridad/Experiencia de
Usuario.

» Un analisis integral que incluya experiencia de usuario, seguridad, infraestructura y mecanismos de intercambié de informacion.

>

» De otra forma, se tomaran decisiones fragmentadas o prematuras que puedan generar inconsistencias en el ecosistema.

» A modo de ejemplo, el entregable considera:
» Orquestacion de pagos recurrentes lo hace el PSIP, lo que tiene implicancias en todas las aristas (las cuales no fueron revisadas).

» Uso de identificacion mediante login _hint, alternativa que no esta alineada a las definiciones previas de los Grupos Técnicos.

> Autenticacion utilizando estandar FIDO, el cual no se ha analizado ni evaluado.
» Tampoco es parte del estandar FAPI 2.0 de la Open ID Foundation, definido por la CMF.

» La definicion de etapas, hitos intermedios y plazos debe recaer en la gobernanza futura del SFA, asegurando una
evolucion segura y eficiente del sistema, que entregue un valor real a los clientes.

» En particular, se debe partir por TEF Unicas e inmediatas en pesos para Personas Naturales y definir KPIs que su
cumplimiento lleve a avanzar a etapas posteriores.



Parte 3. Inconsistencias e indefiniciones banca

asociacion de bancos

» Codigos de error: Actualmente se reconocen cinco tipos de errores de negocio, Insufficient Balance, Invalid Sender Account, Invalid
Recipient Account, Limit Exceeded y Payments Exceeded, cuya clasificacion bajo codigos HTTP 4xx resulta inadecuada, ya que
corresponden a rechazos de negocio.

» La eleccidn del tipo de respuesta debe evaluarse integralmente, pues puede incidir en métricas como disponibilidad y limites
de infraestructura, donde los codigos 4xx no se contabilizan, a pesar que el consentimiento esté correctamente formulado y la
IPI/IPC mantenga su capacidad operativa para responder.

» Trazabilidad de Grants: Endpoint /history sin definicion del alcance. No es necesario en SFA con panel de control minimalista, para
auditorias registros de Logs presentan historia del ciclo de vida del grant.

» Scopes: En seccion DCR no se define la incorporacion de scopes, por otro lado, en la seccién especifica de scopes se declara consenso
en su uso como complemento a RAR, sin embargo, la seccion también establece que “en esta etapa no resultan necesarios”.

» No hay definicion sobre el concepto de “firma simple”, respecto de las discusiones de Personas Juridicas de la etapa 4.5, se asume
qgue los casos operan con firma simple en el flujo de consentimiento, es decir, basta un unico firmante o aprobador para autorizar
acceso a informacion o ejecutar transacciones de iniciacion de pagos. Es crucial explicitar esta definicion para evitar confusiones con
la firma electronica avanzada.

> ABIF busca la adecuada implementacion del SFA, por eso la importancia de estos detalles. l
Otros ejemplos




1. Comentarios Entregable 4.5
Agenda 2. Preocupaciones generales

3. Impacto en costos de las definiciones




#ema 1. Plazos de definiciones previas de CMF . -
aNC3

- Atrasados

> Retrasos de publicacion de primera parte del Anexo N°3 (Especificaciones Técnicas del SFA): Inicialmente programada
para Agosto 20251 Juego se retraso para Octubre 20252

» Fechas sandbox:

» Se indicd que entre Octubre y Diciembre de 2025 se podrian realizar las pruebas del Directorio en Ambiente
sandbox!2l. Al 10 de Octubre no hay informacion de dicha funcionalidad.

» Tampoco hay referencia a |la fecha de disponibilidad del sandbox tecnoldgico para pruebas funcionales de los PSBI
y PSIP.

> Portal del desarrollador: Ultimas modificaciones son de Julio 2025, persisten inconsistencias con el cuerpo normativo.
» No existen plazos para que tenga definiciones establecidas y revisadas.

» Gobernanza del SFA: Hoy 10 de Octubre termina el trabajo de la UAI como Equipo de Soporte del Foro del SFA.
» No existen definiciones respecto de la continuidad de la gobernanza.
» No existen definiciones respecto de la estructura y funcionamiento de esta nueva gobernanza.

» Diversos otros elementos sin definiciones de plazos: Directorio de Participantes, Modulo de Mensajeria, Reporte de
Incidentes Operacionales, Anexo N°4 (Especificaciones técnicas para la determinacion de costos incrementales), etc.

[1] Presentacion del 25 de junio de 2025 de presidenta Solange Bernstein (ldmina 20): https://www.cmfchile.cl/portal/prensa/615/articles-95894_doc_pdf.pdf
[2] Presentacidon del 6 de agosto de 2025 de presidenta Solange Bernstein (lamina 3): https://www.cmfchile.cl/portal/prensa/615/articles-97684_doc_pdf.pdf



https://www.cmfchile.cl/portal/prensa/615/articles-95894_doc_pdf.pdf
https://www.cmfchile.cl/portal/prensa/615/articles-95894_doc_pdf.pdf
https://www.cmfchile.cl/portal/prensa/615/articles-95894_doc_pdf.pdf
https://www.cmfchile.cl/portal/prensa/615/articles-97684_doc_pdf.pdf
https://www.cmfchile.cl/portal/prensa/615/articles-97684_doc_pdf.pdf
https://www.cmfchile.cl/portal/prensa/615/articles-97684_doc_pdf.pdf

D

a 2. Estandar técnico RAR + Grant Management - banca
Estandar en Borrador por la Open ID Foundation

Este estandar lo deben implementar las IPl e IPC; por lo tanto, las dificultades y costos son solo para estas
instituciones, no para los PSBI/PSIP.

2. Estandar sin experiencias relevantes a nivel mundial. En Brasil y UK se utiliza APl de Consentimiento.

3. Grant Management aun en borrador!!!

Workgroup: FAPI

Internet-Draft: oauth-v2-grant-management-03

Published: 9 May 2023

Intended Status: Standards Track

Authors: T. Lodderstedt 5. Low  D. Postnikov
yes.com Biza.io  Independent

Grant Management for OAuth 2.0 (Draft)

[1] Estandar utilizado por Open ID Foundation para el comparacién con APl de Consentimiento: https://openid.net/specs/oauth-v2-grant-management.html



https://openid.net/specs/oauth-v2-grant-management.html
https://openid.net/specs/oauth-v2-grant-management.html
https://openid.net/specs/oauth-v2-grant-management.html
https://openid.net/specs/oauth-v2-grant-management.html
https://openid.net/specs/oauth-v2-grant-management.html
https://openid.net/specs/oauth-v2-grant-management.html
https://openid.net/specs/oauth-v2-grant-management.html

I8Ma 2. Estandar técnico RAR + Grant Management - ba,:zg"

Estandar en Borrador por la Open ID Foundation (cont.) =~

4. Mayores costos para el servidor de autenticacion de los consentimientos (Autorization Server):

. Requiere adaptaciones complejas para soportar RAR + GM, por lo que se vuelve necesario contratar una solucion de
mercado, con su respectivo costo de licenciamiento (Ej. OAuth Server).

. Existen referencias que indican que Chile seria el primer pais en implementar este requerimiento por normativa. Por
lo tanto, los significativos costos asociados aumentan al considerar la imposicion de esta nueva tecnologia.

. Se estima un impacto en costos de USS 33 millones para todos los participantes obligados.

5. Recertificaciones complejas:

. RAR exige adaptar el endpoint PAR (Pushed Authorization Requests), el cual recibe y procesa las solicitudes de
creacion de los consentimientos de datos o pagos, el cual debe ajustarse para soportar una logica respecto del tipo
de consulta que esta recibiendo (Ej. Datos de contacto, datos de cuenta, pagos unicos, pagos recurrentes, etc.).

. Esto implica que cada vez que se ajuste o ponga en produccion una nueva funcionalidad, se debe recertificar este
componente para las nuevas funcionalidades y las anteriores.

« Aumento del riesgo de interrupciones o degradaciones en el servicio por cambios frecuentes en este
componente central, asi como el costo de certificacion continuo de este elemento.



D

a 2. Estandar técnico RAR + Grant Management - hanca
Estandar en Borrador por la Open ID Foundation (cont.)

Riesgos de ciberseguridad: Grant Management no permite revocaciones masivas. Lo cual, es una
limitacion relevante ante incidentes de seguridad que lo requieran.

*  Por ejemplo, si se detecta una vulnerabilidad en un PSBI y se debiese suspender los consentimientos
de la institucion afectada.

7. Inconsistencias con otros requerimientos normativos:

 El estandar Grant Management, para resguardar el control de usuario sobre su informacion
financiera, impide modificar la finalidad o vigencia de un consentimiento sin autenticacion en el IPl o
IPC, elemento requerido por la norma en consulta de |la CMF.

*  Grant Management no contempla un acceso masivo a los estados de los consentimientos,
dificultando la sincronizacion de componentes como el “Panel de Control”.



D

a 2. Estandar técnico RAR + Grant Management - hanca
Estandar en Borrador por la Open ID Foundation (cont.)

Beneficios de APl de Consentimiento:

Amplia experiencia internacional. Se utiliza en Brasil y Reino Unido.
Es un acuerdo de operacion, no un estandar.

 Porlo que las adaptaciones se pueden generar en base a un acuerdo de los
participantes del Sistema de Finanzas Abiertas.

Certificaciones solo se realizan al componente que se esta poniendo en produccion.
No requiere adaptaciones al servidor de autenticacion (Autorization Server).

No requiere adaptaciones para cumplir con otros requerimientos normativos.



Tema 3. Implementacion del SFA - ] -
nograma de Chile replica errores de otros paises INEI

Definiciones - Regulador Implementacion - Participantes
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Tema 3. Implementacion del SFA - bang
EXperiencia Internacional: Lecciones Aprendidas

asociacion de bancos

[2]

Retrasos de 3 a 19M

Cronograma inicial de 16 meses
se realizé en 35 meses

N 13 Cumplieron 4 bancos
- . De los nueve bancos obligados,
|y ultimo demord 12 meses mas

Reset Open Finance

Sistema se dejo en pausa,
actualizando reglas (mar-25)

[1], [2], [3]: Referencias en anexos

41% de fallas

APls con error en P. Juridicas
(Aho 4: sep-23)

30% de fallas

APls no alcanzan rendimiento
aceptable (2018)

Desconfianza por
seguridad de la data

1. Avanzaron hacia una gobernanza vinculante,
con reglas de votacion segun
representatividad.

Lesson Learned Review (Kristin Baker, 05/22)
1. Subestimacion de alcance y costos.

2. Deficiencias de gobernanza (OBIE) y
problemas de priorizacion.

3. Poca claridad: roles y responsabilidades.

CDR Rules | Treasury.qgov.au (12/24)

1. Acota alcance de productos y plazo para
Personas Naturales y Juridicas

2. Busca prohibir webscrapping

3. Alineacion técnica (DBS) y normativa 47


https://treasury.gov.au/consultation/c2024-598346
https://treasury.gov.au/consultation/c2024-598346
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Tema 3. Implementacion del SFA -
banca

Alcance maximalista en plazos acotados

» Este enfoque monolitico, contrario a las metodologias actuales de desarrollo, impone:
» Elevada y persistente probabilidad de falla —enfoque tipo “big bang”.

» Sobredimensionar componentes con su consiguiente impacto en costos.

Big Bang - Sin gradualidad Iterativo Incremental — Gradualidad

Valor

cost

RIQK

48



Encuesta: “Consumidores de Open Finance” (Capgemini, 2024)

i liy;4 Datos. Ver saldo

Datos. Herramienta que unifica
informacion financiera

23%

-
oy

e Pagos, transferencias y PIX a terceros

Pagos, transferencias y PIX entre mis
cuentas

EF 8 Datos. Gestion de inversiones

33% ke Sl Datos. Gestion de seguros

Pagos: Share sobre PIX (jul a sep-24)
34% rLL Sl Datos. Portabilidad de crédito

0,01%

33% iy S Pagos de cuentas

P
=

33% 26% Pagos recurrentes Finance, sobre total de PIX

—
Q
-
™
c
n
Q
Q.
o

. Se que existe, pero . No sabia que existe
no la he usado

Datos: Consentimientos Unicos (2025)

. P. Juridicas
. P. Naturales

Transacciones iniciadas desde Open

3 3. Implementacion del SFA - Flujo de Datosde = &

P. Naturales es lo mas demandado en Brasil banca
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Tema 4. Riesgo de Viabilidad Financiera - -
banca

Sistema de Pagos

Las infraestructuras asociadas a pagos son inversiones privadas!!l —a diferencia de Brasil desarrollada por
el Banco Central, PIXs—y, ademas, para las instituciones que envian y reciben pagos existen diversos costos
operacionales.

» Articulo 20 de La Ley Fintec:
» Prohibe cobros de los emisores (IPC!2]) a los clientes por la ejecucion de 6rdenes de pago
» Prohibe cobros del IPCa los Iniciadores de Pagos (PSIP)

» Esta prohibicion se entiende aplicable a los cobros por la recepcidon del mensaje por parte de la
IPC de las ordenes de pagos instruidas por los Clientes

» La ejecucion de la orden de pago requiere intervenciéon de otros actores que prestan servicios, los
cuales deben ser cobrados.

» La CMF no se ha pronunciado aun, situacion que puede llevar a problemas de viabilidad financiera y
controversias legales.

[1] Chile tiene un modelo de transferencias bancarias que fue implementado por el sector privado en 2008, siendo uno de los primeros paises en el mundo en adoptar una solucion de pagos instantanea.
[2] IPC es Institucion Proveedora de Cuentas. 50



1. Comentarios Entregable 4.5

/2. Preocupaciones generales

Agenda

3. Impacto en costos de las definiciones




[1] Analisis Accenture, ABIF

ada decision normativa de la CMF tiene un ¥ -

Impacto directo en los Costos del SFA banca

Estimacion de costos para todas las instituciones obligadas ']

Periodo de 3 anos, requerimientos como IPl e IPC, en USD MM

| -29% +71%
(148 MM) (257 MM)

619

510

362

Otros
Participantes

Banca

Consulta NCG 514 NCG 514 Norma en Consulta
(Abr-24) (Jul-24) (Jul-25)
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s de Norma en Consulta de CMF [10/07/2025] -
Analisis exclusivo para los requisitos de Chile

Estimacidn de costos para todas las instituciones obligadas ']
Periodo de 3 anos, requerimientos como IPl e IPC, en USD MM

Apertura por tipo de costo Apertura por industria
619 619
Otros Grupo 2 169
Desarrollo e integracion cai
ajas
Cooperativas Grupo 2
Aseguradoras
Infraestructura
Certificacion Emisores de Tarjeta
Procesos Nuevos
Mecanismo Alternativo Bancos — Grupo 1
Tratamiento de Poderes 71

Norma en Consulta
(Jul-25)
Norma en Consulta

[1] Analisis Accenture, ABIF (Jul-25)

D

banca

asociacion de bancos



e debe buscar el equilibrio costo/beneficios

Estimacion de costos para todas las instituciones obligadas !
Periodo de 3 anos, requerimientos como IPl e IPC, en USD MM

51% ‘ Mecanismo Alternativo Foco en Mecanismo Principal que tiene
. requisitos suficientes de disponibilidad [99%

Eliminar mecanismo alternativo del alcance
datos; 99,5% pagos]

Principales Palancas de Reduccion

619

‘ Desarrollo e integracion
Periodo de aprendizaje mas largo reduce

Reduccion total: * Gradualidad: Foco en datos de Personas Naturales ]- errores y se enfoca en casos de mayor valor
U5$ 318 MM * RAR + GM: Modificar por API de Consentimiento ]_ API de Consentimiento no requiere
licenciamiento ni adaptaciones
‘ Tratamiento de Poderes o ,
Se elimina componente que requeria de
! * |PI/IPC sean quienes validen los poderes desarrollos especiales para verificar usuarios
301 desconocidos por IPI/IPC
‘ Infraestructura

* Eliminar restricciones de mantenciones programadas | cualquier sistema del IPI e IPC que afecte

} Eliminar limitaciones a realizar mantenciones a
directa o indirectamente al SFA

‘ Procesos Nuevos
Aprendizaje elimina sobredimensionamiento

* Reporteria compleja desde el primer dia (DAMA) } (personas y componentes)
* Autenticacién en un paso en el IPI/IPC ]_ Se elimina necesidad de adaptar mecanismos
de autenticacion vigentes en IPl e IPC
‘ Certificacion ,
]_ IPI/IPC podran probar sus desarrollos en una
Norma en Consulta Propuesta Industria * CMF desarrolle Sandbox completo para IPI/IPC herramienta centralizada
(Jul-25)
* RAR + GM: Modificar por API de Consentimiento Se elimina la necesidad de recertificaciones

constantes y complejas

[1] Analisis Accenture, ABIF

D

banca

asociacion de bancos

Reducciéon USS
(% del total)

-89 MM
(28%)

-73 MM
(23%)

-71 MM
(22%)

-50 MM
(16%)

-22 MM
(7%)

-13 MM
(4%)

-318 MM



[1] Analisis Accenture, ABIF

rabajando en conjunto, se pueden reducir
gnificativamente los sobredimensionamientos

Estimacion de costos para todas las instituciones obligadas ']
Periodo de 3 anos, requerimientos como IPl e IPC, en USD MM

Otros Grupo 2

Cajas
Cooperativas

Aseguradoras

Emisores de Tarjeta

Bancos

619

169

Norma en Consulta
(Jul-25)

Reduccion total:
USS 318 MM

301

82

Propuesta Industria

)

— Grupo 2

— Grupo 1

D

banca

asociacion de bancos
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otra manera, el impacto para los participantes
obligados es significativo

Representatividad % del costo de adaptacion al SFA por participante!!]
Costo de 3 anos/EBITDA de los ultimos 3 afios

12 62 22

00-2%

02-5%

B 5-20%

® 20-50%

B >50%

Bancos Aseguradoras Cooperativas Cajas

0% 40% 86% 0%

Instituciones
con costos >20%

56

[1] Analisis Accenture, ABIF



Comparacion de los mercados de Brasil y Chile

Poblacion | Tamano de la | Activos
Bancarizada Economia Bancarios
Estimacion, 2024 | PIB USD B, 2022 | USD B, Dic-23
; ;

145 | 1.920 | 2.965
' : 301 ! '

Brasil Chile Brasil Chile Brasil Chile

Fuente: Banco Central de Brasil, Banco Central de Chile, Febraban | Disclaimer: considerado el desarrollo completo de las
herramientas necesarias para SFA

¥ Recordar que somos un décimo de Brasil hanca

D

asociacion de bancos

Comparacion de costos Brasil y Chile

:> Hasta 5,4x veces el
costo de Brasil

Costos de la Banca

Estimacion, Bancos, USD M, 3 afios

400

216

Brasil Chile
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Conclusiones Finales

» La implementacion del SFA es clave. Una ejecucion deficiente puede afectar la reputacion

y estabilidad del sistema financiero en su globalidad, con costos relevantes para todos los
actores.

» El SFA no solo es un proyecto tecnolégico. Las personas son las principales afectadas si no
se abordan y mitigan adecuadamente los riesgos.

» Los riesgos en la seguridad para clientes es un tema presente. Este debiera ser un eje
estructural en el SFA.

» Es necesario revisar la regulacion en curso y, en caso de estimarlo pertinente, evaluar
ajustes en el marco legal. Es fundamental revisar las interpretaciones normativas, con una
perspectiva que busque evitar errores observados en experiencias internacionales.
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Informacion reservada y confidencial

Toda informacion a la que se tenga acceso o se reciba en el contexto de la implementacion del Sistema
de Finanzas Abiertas esta sujeta a la obligacion de confidencialidad contenida en la Declaracion de
Confidencialidad del Foro de SFA firmada por todos los participantes. En consecuencia, dicha
informacion no debe divulgarse, reproducirse ni utilizarse para fines distintos al proceso de

Implementacion antes mencionado, salvo autorizacion expresa de la Secretaria Técnica o del titular de
la informacion.




Entregable Etapa 4.5

En esta presentacion se abordaran un resumen de las votaciones de Coopera y una postura en
temas que el entregable 4.5, proponia una discusion en el foro consultivo:

RESUMEN TEMAS A CONVERSAREN EL FORO
0,9 Roles y Responsabilidades
E: \IJ Comentarios de las votaciones f‘%’\ y P

Gradualidad en iniciacion de pagos

Gradualidad en la implementacion de CIBA
i




Resumen Votaciones

64

Mesa UX

Lineamiento nuevos casos de uso

Se propone discutir en el Grupo Consultivo del Foro la
mejor estrategia de gradualidad y analicen el costo -
beneficio de los casos de uso.

0 9o
[
)

Contenido técnico de los casos de uso

Incorporacion campos adicionales al Authorization_details
para diferentes casos de uso de pagos.

Elrol de PSIPs e IPCs

Rol de los PSIP en la gestion de pagos, la validacion de
poderes por parte de las IPI/IPC, etc. Se propone discutir en
el Grupo Consultivo del Foro.

Q&

-

J

- N Y IS )

Implementacion de flujos desatachados (CIBA)

Principio de Gradualidad en laimplementacion de flujos
desatachados, proponiendo un calendario de etapas que
incluye la implementacion. Se propone discutir en el Grupo
Consultivo del Foro.

09 o
[
),

%

Mesa APIS

-

Actualizacién y notificacion de consentimiento

Proceso de revocacion de consentimientos, detallando
como se notifican las revocacion entre IPI/IPC y PSBI/PSIP, la
creaciony expiracion de consentimientos, etc.

~

Flujo desatachado y campos opcionales

Incorporacion de campos adicionales para CIBA.

J
)

- IYS Y

Endpoints de Pagos

Definicion de endpoints de pago por caso de uso.

AN




Roles y Responsabilidades en la
Iniciacion de Pago

En el marco de la discusidn sobre los flujos de iniciacion de pagos y la gestion de reclamos de
usuarios, el Equipo de Soporte (EdS) subrayo la importancia de abordar el tema de Rolesy
Responsabilidades en las reuniones del Grupo de Trabajo (GT) de Experiencia de Usuario (UX)
de la Etapa 4.5.

Los gremios participantes coincidieron en que este asunto debe ser tratado a nivel
estratégico, mas alla del ambito de los GT. Como resultado, el EAS decidié no presentar una
propuesta especifica, sugiriendo que se discuta en sesiones del Grupo Consultivo del Foro.

Estamos de acuerdo en que es fundamental adoptar un enfoque estratégico para abordar

estos temas criticos y, por lo tanto, presentaremos a continuacion algunas posiciones al
respecto.

Rolesy Responsabilidades

o
O

)O



Responsabilidad en casos de error o fraude

Brecha/Sugerencia EdS

La falta de normas claras sobre la asignacion de responsabilidades en situaciones de error, disputa o fraude genera incertidumbre
en la cadena de responsabilidad.

Entendimiento
* EnlalLeyde Fraude, existe una asighacion de responsabilidades en casos de fraude que cubre la proteccion al usuarioy

asigna consecuencias econdmicas sobre los PISP:
* Los PSIP deben demostrar la autorizacion de operaciones iniciadas por ellos, reembolsar al emisor en caso de fraude y

garantizar la seguridad de los datos, asumiendo la responsabilidad por cualquier deficiencia.

Postura Coopera
Si bien existen normas que regulan el fraude, debemos evaluar su suficienciay enfocar la discusidon en reglas operativas y de

colaboracion entre IPC-PSIP (p. €j., acceso a evidencia, plazos y trazabilidad).

Adicionalmente, se debe disenar un flujo de disputa estandarizado (ticket unico, datos minimos, SLAs y puntos de contacto) que
conviva con la Ley de Fraudes y que pueda pilotearse en el Sandbox del SFA.

0~0
Rolesy Responsabilidades —O—
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Falta de Entidad Supervisora

Brecha/Sugerencia EdS
En el SFA no existe una entidad que gestione los riesgos de seguridad, a diferencia del modelo de cuatro partes.

Entendimiento
* Los participantes del SFA son quienes estan actualmente gestionando los riesgos de la iniciaciéon de pagos. La CMF

establece requerimientos y exigencias de gobierno, gestion de riesgo, seguridad informatica, entre otros temas, para los

participantes.
* Como los PSIP son entidades reguladas por CMF, si se considera que el estandar definido para estas entidades es

insuficiente, el aumento de rigurosidad para estos debe ser via NCG.

Postura Coopera
Se debe considerar el desarrollo de procedimientos formales similares a los que ya existen en las marcas de tarjetas, como

contracargos y reversas, asi como otros procedimientos que sean necesarios.

Ademas, seria pertinente evaluar la viabilidad de establecer cargos a los iniciadores por parte de las infraestructuras del mercado
financiero o su participacion en estas, en el marco de la regulacion del Banco Central de Chile (BCCh).

o
O
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Gestion de Riesgos

Brecha/Sugerencia EdS

La ausencia de contratos los participantes del SFA genera preocupaciones sobre los estandares minimos en riesgo operacional
con respecto alaciberseguridad y el manejo de datos, ya que esta falta de contratos puede llevar a que la iniciacion de pagos a
través del SFA sea considerada de alto riesgo.

Para abordar estos puntos, se han comentado propuestas como un acuerdo marco como referencia contractual, la exploracién de
cambios regulatorios por parte de la CMF, y el apoyo en las normas del Banco Central para garantizar el correcto
funcionamiento de los pagos en términos de solvencia, liquidez, plazos y riesgos.

Entendimiento

* Ausenciade contrato: Una IPC debe ejecutar la orden de pago del PSIP, siempre que el cliente haya dado su consentimiento,
sin necesidad de un acuerdo previo y sin discriminar entre las 6rdenes de pago que el cliente envia directamente, basado en
lo establecido en la Ley Fintec.

* Aunque no se necesitan contratos, es fundamental cumplir con estandares minimos de riesgo operativo, ciberseguridad y
manejo de datos. Los PSIP deben presentar politicas al registrarse, y los IPC deben demostrar su implementacion ante la CMF.
La NCG 514 exige que todos los participantes del SFA tengan politicas adecuadas para gestionar riesgos, adaptandose a su
modelo de negocio y tipo de clientes.

Postura Coopera

* Los acuerdos de estandarizacion entre participantes podrian utilizarse para fomentar colaboraciones que ayuden a
fortalecer o promover el estandar legal, sirviendo como guia operativa, pero no como requisito de participacion.

 Otraopcidn (no excluyente) es definir un servicio centralizado para la resolucién de disputas.

* Como mitigacion adicional a los riesgos en general del sistema y en particular a la iniciacion de pagos, creemos imperioso que
el anexo 3 entregue mayor detalle y especificaciones para las entidades certificadoras.

0~0
Rolesy Responsabilidades —O—
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Marco de Accion para Investigacion de Fraude

Brecha/Sugerencia EdS
Se propone generar un marco de accion que agilice la investigacion y acceso a informacion de parte de las IPC en caso de fraude;
como base se puede utilizar el procedimiento para operaciones de pago desconocidas propuesto en el Entregable 4.0.

Entendimiento

Se encuentra consignado en la norma en consulta del Anexo 3, la existencia de un modulo de comunicacion especial que servira

como primera alerta a los participantes.

Procedimiento Operaciones Desconocidas por Cliente segun el Entregable 4.0:

 Investigacion inicial: Los participantes del SFA deben actuar de buena fe y hacer sus mejores esfuerzos para determinar el
origen del fraude sufrido por un cliente.

* Intercambio de antecedentes: Los PSIP y/o la CMF deben enviar a los IPC los antecedentes del incidente dentro de un plazo de
3 dias desde la solicitud, usando el correo institucional del IPC.

« Acuerdo entre partes: IPC y PSIP tendran un plazo (por definir) desde la notificacion para alcanzar un acuerdo sobre el origen
del fraude y las responsabilidades.

 Falta de acuerdo: Si no se logra consenso, la disputa se sometera a una Comision Arbitral de tres abogados (uno designado por
cada entidad y un tercero nombrado por el Centro de Arbitraje y Mediacion de la Camara de Comercio de Santiago).

* Procedimiento arbitral: La comision actuara como tribunal arbitral mixto (arbitradores en procedimiento y conforme a derecho
en la sentencia). Una vez instalada, tendra un plazo maximo (por definir) para sustanciar el caso y dictar sentencia en unica
Instancia.

Postura Coopera

* Los procedimientos podrian ser abordados de manera eficiente por un servicio centralizado que genere ticket de disputay
que sirva para instancias posteriores. Ello sin perjuicio de que apliquen las normas de la Ley de fraudes o luego del marco del
SFA (instancia posterior).

e Como propuesta complementaria se puede crear una lista cerrada de evidencias minimas por tipo de fraude para su

investigacion y que se comparta informacion por los canales del SFA (p. €j., logs, IP, device ID, timestamps de consentimiento,

etc). Rolesy Responsabilidades rQ}(%’Q\.

69



Mecanismos de Seguridad del SFA

Brecha/Sugerencia EdS

Revisar los mecanismos de seguridad existentes, considerando que algunos estan disenados para actores fuera de la supervision
de la CMF.

EL EAS propone relajar ciertos mecanismos en funcion del tipo de pago y su nivel de riesgo.

Entendimiento
* ElSFAvyacuenta con estandares normativos de seguridad establecidos por la CMF que explicitan exigencias para los PSIP.
* Requerimientos de seguridad para PSIP:
 Dichosrequerimientos se encuentran detallados para todos los participantes del sistema en la Seccidn lll de la NCG
514, la cual establece requerimientos, por ejemplo, en temas de Gestion de Riesgo y Control Interno, Seguridad de la
Informacion, Ciberseguridad y Continuidad del negocio, entre otro

Postura Coopera
e Sedeberia observar como funciona el sistema y en base al comportamiento de los actores considerar una disminucion de
los mecanismos de seguridad, especialmente si en el funcionamiento no se presentan grandes problemas de seguridad.

o
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Reforzar el KYC / AML

Brecha/Sugerencia EdS
Evaluar elementos para reforzar el KYC de los clientes de los PSIP que sea proporcional, pero con elementos minimos para operar
en el SFA (verificacidn biométrica en el registro, verificacion de listas de AML internacionales, etc).

Entendimiento

* Esimportante tener presente que los PSIP junto con la entrada en vigor del SFA pasaran a ser sujetos obligados bajo la ley de
prevencion del lavado de dinero y financiamiento del terrorismo, por lo que los requerimientos de KYC se alinearan con el
réegimen de UAF en la materia (Ley 19.913 y Circular N°62 UAF) , aligual que el resto de los regulados por la CMF.

Postura Coopera
* No creemos necesario innovar al respecto de este punto.

o
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Incentivos a la Autentificacion Reforzada de Cliente (ARC)

Brecha/Sugerencia EdS

Evaluar mecanismos que incentiven a los PSIP a implementar ARC (por ejemplo, aumentar los montos limites para aquellos con
ARC).

Entendimiento

Se debe considerar g el SFA no permitiria establecer limitaciones, tales como nuevos destinatarios y montos maximos,

especiales para transacciones iniciadas por PSIP, conforme a lo establecido en el articulo 26 de la Ley Fintec que impide un
tratamiento discriminatorio hacia estos actores.

Postura Coopera

No seria razonable establece una doble ARC pues consistiria en cuatro factores de autentica lo que le quita usabilidad al SFA

y genera una mala experiencia de usuario. La exigencia de ARC también para PSIP podria derivar en el desuso del sistemay
contribuir a que se siga utilizando web scraping.

Es necesario aclarar que los mismos limites impuestos para las transacciones iniciadas por personas puedan ser aplicados
para los iniciados por PSIP.

72

o
O
_)O

Rolesy Responsabilidades



Intercambio de informacion preventiva

Brecha/Sugerencia EdS

Las IPC deben levantar alertas proactivas y compartirlas con PSIP y Directorio SFA segun umbrales.

Entendimiento
e Sevecomo unabuena medida el levantamiento de alertas proactivas y que estas sean compartidas por los participantes del

SFA.
e Se podria explorar la reutilizacidon de las plataformas ya utilizadas como el médulo de comunicacidén especial o Directorio

de la CMF.

Postura Coopera
 Definir una taxonomia comun (categorias, severidades), umbrales objetivos y canales de comunicacion rapida y métricas de
efectividad (porcentaje de fraudes, tiempo de comunicacion de alertas).
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Verificacion de poderes por IPCs

Brecha/Sugerencia EdS
Elrol de las IPC en la iniciacidn de pagos corresponde a dar cumplimiento a una orden de pago, por lo que las validaciones que
realicen estas deben ser en funcion a: Gestidon de riesgos de los PSIP; El tipo de pago; Discusidon de roles y responsabilidades.

Entendimiento
* Entendemos que la CMF ya esta trabajando en la re redaccion de la verificacion de poderes queda en manos de PSBIl y PSIP,
para personas juridicas.

Postura Coopera

e Segun lo menciond la CMF recientemente: Se debe precisar que las IPl e IPC deben poder mantener sus mecanismos de
autenticacién basados en poderes previamente acreditados, evitando el contrasentido de cursar pagos instruidos por
representantes sin facultades suficientes.
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Gradualidad de Implementacion
de Iniciacion de Pago

La nueva normativa establece un plazo de 18 meses para implementar pagos unicos
inmediatos y pagos recurrentes, priorizando a personas naturales y juridicas con firma
simple. Posteriormente, se incorporaran casos de uso adicionales.

Es fundamental abordar las remuneraciones y recaudaciones, ya que la ley permite a los
Iniciadores de pagos generar cobros por el servicio de movimiento de fondos. Sin
embargo, se ha identificado un problema de incentivos que podria ser mitigado
mediante un modelo de cobro efectivo por parte de las infraestructuras de pago,
asegurando la sostenibilidad del sistema.

Estrategia de implementacion Costos de implementacion
de Gradualidad de casos de uso




76

Estrategia de Iniciacion de Pagos

La ley nos obliga a implementar, dentro de un plazo de 18 meses desde su entrada en
vigencia solamente los pagos unicos inmediatos y los pagos recurrentes. Los casos de uso
de pago fuera de estas categorias deben ser incorporados posteriormente.

Entrada en Vigencia SFA

Inicio de Vigencia SFA Julio del 2026
(segun senalado por la CMF en revision).

Dentro de los 18 Meses (Casos de Uso explicitos en la Ley)

1. Pago unico inmediato PN. 3. Pago unico inmediato PJ firma simple.
2. Pago recurrente monto fijo PN. 4. Pago recurrente monto fijo PJ firma simple.

Posterior a los 18 meses (no obligatorios segun Ley Fintec)

1. Pago recurrente monto variable PN. 4. Pago recurrente monto fijo PJ firma multiple.

2. Pago recurrente monto variable PJ firma simple. 5. Pago recurrente monto variable PJ firma multiple.
3. Pago unico inmediato PJ firma multiple.



Costos de Iniciacion de Pagos

A diferencia de lo que
sucede con los pagos con
tarjeta donde el emisor
recibe una remuneracion, en
el caso de las TEF el emisor
no recibe remuneracion y
ademas debe pagar unatasa
iInterbancaria lo que genera
un problema de incentivo de
base.

Ademas, los costos de
utilizacion de
Infraestructura, los cuales
Incluso en algunos casos
son traspasados a los
clientes, no podran ser
traspasados a los PSIP
segun lo definio la Ley

.- Fintec.

Con el objetivo de atender
esta asimetria, una opcion
podria ser que las Camaras
de Compensacion
implementen un modelo de
cobro por servicio dirigido
a todos los actores
involucrados en SFA. Esta
propuesta requeriria la
apertura de dialogos con las
camarasy el Banco Central
para modificar los
reglamentos operativos
pertinentes, considerando,
en particular, la Norma CNF
lll.H.6 aplicable a las
camaras de bajo valor.

Sibien aun se espera la
norma del Banco Central que
regule como los PSIP pueden
recaudar fondos de acuerdo

con el articulo 20 de la Ley
Fintecy la NCG 514.
Creemos necesario buscar
alternativas para establecer
un modelo de pago o
reembolso de costos hacia
las IPC que garantice la
sostenibilidad y viabilidad del
sistema.



Gradualidad de Implementacion
de flujos desatachados (CIBA)

Como gremio, consideramos que es prematuro definir la implementacion de CIBA en esta etapa.
Proponemos establecer un periodo de marcha blanca para la iniciacion de pagos, con el fin de analizar su

comportamiento y determinar la necesidad de implementar CIBA, asi como el momento adecuado para
hacerlo.

Sugerimos llevar a cabo revisiones periddicas, con la primera evaluacion programada a los seis meses del
inicio de la iniciacion de pagos, y subsecuentes revisiones cada tres meses para definir los pasos a seguir.

La implementacion de CIBA deberia
considerarse unavez terminada la
marcha blanca de Iniciacidon de pago,
es decir luego de los 18 meses.
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Resuman Votaciones

Tema 1 de posicion: Lineamiento nuevos casos de uso

Descripcion de la posicion (P1, P2)
Se propone que se discuta en el Grupo Consultivo del Foro la mejor estrategia de gradualidad, solicitando a los
gremios y Banco Estado su analisis del costo- beneficio (desde cada uno de sus roles en el SFA) de los casos de uso

Casos de Uso:

*  Pagos unicos inmediatos PJ firma simple

*  Pagos unicos programados PN y PJ firma simple

*  Pagos recurrentes monto fijo PN y PJ firma simple

*  Pagos recurrentes monto variable PN y PJ firma simple

Votacion Coopera
v" Adherimos

Comentarios Coopera

Como Coopera se propuso la importancia de la gradualidad en este proceso pero no se entregd un roadmap de esta. Por esta razon
se recomienda que la definicion del roadmap y estrategia de gradualidad se vea con los participantes de los Grupos Consultivos.
Estamos de acuerdo de que este tema (nuevos casos de uso) no es técnico, sino de Roles y Responsabilidades




Resuman Votaciones

Tema 2 de posicion: El rol de PSIPs e IPCs

Descripcion de la posicion
* Los PSIP son los actores que deben orquestar los pagos, seran los encargados de agendar y gestionar los pagos
programados y recurrentes (fijos o variables). También seran responsables de la conversion de UF a CLP.
* La validacion de los esquemas de poderes de |la PJ debe estar a cargo de las IPI/IPC.
* ElroldelasIPCen lainiciacion de pagos corresponde a dar cumplimiento a una orden de pago, por lo que las
validaciones que realicen estas deben ser en funcion a:
* Gestion de riesgos de los PSIP
* Eltipo de pago
* Discusion de roles y responsabilidades

Votacion Coopera
v" Adherimos

Comentarios Coopera
Esto esta en congruencia con la postura presentada como Coopera.

Respecto al ultimo punto, seria de gran ayuda tener la conversacion de Roles y Responsabilidades definida para complementar a
esta postura.




Resuman Votaciones

Tema 3 de posicién: Contenido técnico de los casosdeuso

Descripcion de la posicion
El EAS propone incorporar campos adicionales al Authorization _details para distintos casos de uso de pagos, incluyendo:
 Pagos unicos inmediatos: Identificacion del solicitante y PJ.
 Pagos unicos programados: Fecha programada y identificacion del solicitante y PJ.
 Pagos recurrentes de monto fijo: Incluye monto, periodicidad, fechas, restricciones y identificacion.
 Pagos recurrentes de monto variable: Similar a los fijos, con campos para tipo de pago variable.
* Se pueden agregar nuevos campos Si surgen nuevos casos de uso.
* Algunas normas son establecidas por el mandante.
* Los pagos no se modifican sin revocar el consentimiento.
 LaIPCvalida fondos antes de la ejecucion; si son insuficientes, el pago se rechaza.

Votacion Coopera
v" Adherimos

Comentarios Coopera
Sugerimos remplazar “comercio” por “nombre de fantasia del titular de la cuenta” si corresponde.




Resuman Votaciones

Descripcion de la posicion
* En linea con el Principio de Gradualidad (P1), el EAS propone una implementacion en etapas para los flujos
desatachados segun el siguiente calendario de implementacion:

* Etapa 1: Implementacion solo de flujos redirigidos

* Etapa 2: Implementacion de flujos desatachados solo para las IPC que posean actualmente un softoken que
permita la implementacion de estos flujos

* Etapa 3: Implementacion obligatoria de los flujos desatachados para las IPC

* Se debe acordar en el Grupo Consultivo del Foro de SFA los plazos o hitos para pasar a cada etapa

Votacion Coopera
v" Adherimos

Comentarios Coopera

Las etapas estan en congruencia con la postura presentada como Coopera. Se considera relevante pasar la conversacion sobre
plazos al Grupo Consultivo, ya que no son temas técnicos.

Tema 4 de posicion: Implementacion de flujos desatachados (CIBA)
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Tema 1 de posicion: Mecanismo de actualizacion y notificacion de consentimiento

Descripcion de la posicion

Notificar solo Revocacion

* Revocacion por usuario en IPI/IPC: Notificacion via webhook a PSIP/PSBI

* Revocacién por usuario en PSBI/PSIP: Llamada al endpoint /revoke de IP1/IPC que actualiza el estado

* Creacion de consentimiento: Sincronizacion inicial automatica

* Expiracion de consentimiento: Sin notificacion requerida

* Cambios de finalidad: Sin notificacion adicional ya que se gestiona directamente en Authorization Server del
PI/IPC

* Panel de control solo con un botén de revocacion

* Propuesta base evolutiva

Votacion Coopera
v" Adherimos

Comentarios Coopera
En concordancia con la postura de Coopera.

oanel de control ="




Resuman Votaciones

Tema 2 de posicion: Endpoint Pagos

Descripcion de la posicion
Endpoints diferenciados para casos de uso y PN/P)
* Pdrrafo instructorio para reducir friccion con IPI/IPC
* APl separada por tipo de pago (pagos unicos inmediatos, pagos unicos programados, pagos recurrentes
monto fijo, pagos recurrentes monto variable, etc
* Endpoint diferenciados PN/PJ: Rutas especificas /pn y /pj para cada tipo de cliente
* |dentificacion automatica: Identificacion de PN o PJ se envia desde el PSIP al endpoint PAR en
autorization details sin mecanismos adicionales
* Ejemplos:
* /px/payments (para instantdneos y programados)
* [px/recurring_payments

Votacion Coopera
v" Adherimos

Comentarios Coopera

Es congruente con la postura de Coopera presentada en GT referente a los endpoint diferenciados por PN y PJ y la identificacion
automatica. Como gremio declaramos el uso de un unico endpoint para los distintos tipos de pago, pero adherimos a esta propuesta
dado que sera de mayor facilidad de implementacion y mantencion, a pesar de poder ser mas costosa.

7




Tema 3 de posicion: Flujo desatachado y campos opcionales ==

Descripcion de la posicion
Sujeto a gradualidad del Tema 4 de posicion - UX

Notas / Reglas

login hint tok Alternativa segura a JWT emitido por el OP con

en login hint sub del usuario
(identificador)

id token hint Vinculo con sesion Especial cuidado con id token
previa (para relacionar (refreshy seguridad) =2
autenticaciones) puede tener info sensible

requested exp TTL de la solicitud CIBA Sugerido 120-180 segundos.

iricy Max: 300s

acr values Nivel de garantia =2 Determina factores

fartAnrac Ao ' 1irn~llAaafirma-cimnla (DI
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Banco del Estado de Chile (BancoEstado)




E BancoEstado

Enfregable 4.5: Iniciacion de Pagos — Casos de Uso
Complementarios

Vision BancoEstado

10 de Octubre de 2025



Infraestructura

dTrazabilidad de grants

» Fundamental para asegurar el cumplimiento de la normativa y apoyar la
gestion de riesgos

> De acuerdo con que logs deban contener informacion relacionada a eventos
de creacion, avutorizacion, uso/consulta, actualizacion, expiracion vy
revocacion de consentimientos

= Relevante en el caso de fraudes
> Creemos gue es fundamental que el marco comun para la informacion @
compartir deba contener también un mecanismo para el track de los datos
= Logs no permiten esto
= Relevante en el caso de filtracion de datos




Intercambio de Informacion

 Flujos de pagos
» Propuesta del enfregable

= Etapa 1: Implementacion solo de flujos redirigidos

» Etapa 2: Implementacion de flujos desatachados solo para IPCs que puedan
implementar CIBA

= Etapa 3: Implementacion obligatoria de flujos desatachados para IPCs

> Recomendamos que previo a adoptar la obligatoriedad de flujos
desatachados se deben analizar detalladamente aspectos como seguridad,
UX, infraestructura, y delimitacion de responsabilidades

> Plazo de implementacion de flujos desatachados dependerd de evaluacion
de los puntos anteriores v €l grado de madurez del sistema




Experiencia de Usuario

 Validacion de poderes PJ

> Implementar la validacion del esquema de poderes en los PSIPs presenta una
serie de complejidades relevantes

> Recomendamos gue esta validacion sea llevada a cabo por las IPCs
= Propuesta con amplio consenso entre |los participantes de los GTs

= Ventajas en términos de acotar la exposicion al riesgo de fraude y minimizacion
de costos

1 Responsabilidades

» Normativa debe ser clara acerca de las responsabilidades de los
participantes del SFA en el contexto de iniciacion de pagos

= Armonia con ofros cuerpos legales (Ley de Fraudes, Ley de Proteccion de Datos
Personales, NCG N° 538, entfre otfras)




Experiencia de Usuario

A Limites y restricciones TEF
> La estructura de la infraestructura de TEF considerara ciertos limites y
resiricciones
 Limites a la primera TEF, definido por cada Banco

- Autenticacion reforzada a cliente (ARC) tanto para agregar al destinatario como
adicionalmente para lo operacion de transferencia

> Principales justificaciones de lo anterior tienen relacion con la mitigacion de
fraudes, y requerimientos de [a NCG 538 de la CMF

> Asi, en caso gue las TEFs sean utilizadas para iniciacion de pagos en el SFA,
estos estdndares deben mantenerse en el flujo de los casos de uUso
relacionados




Gracias BancoEstado
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Cajas de Chile

INFORMACION RESERVADA Y CONFIDENCIAL

Toda informacion a la que se tenga acceso o se reciba en el contexto de la implementacion del Sistema de Finanzas Abiertas
esta sujeta a la obligacion de confidencialidad contenida en la Declaracion de Confidencialidad del Foro de SFA firmada por
todos los participantes. En consecuencia, dicha informacion no debe divulgarse, reproducirse ni utilizarse para fines distintos al
proceso de implementacion antes mencionado, salvo autorizacion expresa de la Secretaria Técnica o del titular de |la
informacion.



2.1.1 Escenarios de Contingencia

Creemos que las declaraciones o cartas firmadas por el CISO se pueden reemplazar
por declaraciones en un portal de la CMF para este fin por parte del usuario con el rol
CISO del participante. Creemos ademas que el tercer experto se convierte en un
obstaculo fundamental, creemos razonable que |la CMF acepte, en la partida del SFA,
Propuestas EDS la declaracién del CISO para volver a habilitar al participante y que tome acciones
211y 5.1.2 posteriores si se determina que la declaracion era falsa.

Adicionalmente como gremio nos preocupa mucho la definicion de la NCG514,
respecto del mecanismo alternativo a implementar, ya que este debe ser una replica
del mecanismo principal con algunas atenuaciones. Lo que significa duplicar
infraestructura lo que conlleva un alto costo de entrada en la implementacion.

5.1.2 Multiples registros IPl o PSBI

Creemos que se puede usar TLS con certificado en ambas puntas segun lo indicado en
TLS 1.3, seccion 4.3.2: Request Certificate, para que so6lo los PSBI autorizados puedan
iniciar un DCR en los servidores de autorizacion. Asi no se asigna carga al Directorio,
se cierra el Sistema y es liviano de implementar.

Si se quiere definir algun criterio para limitar la cantidad de aplicaciones cliente que
los PSBI podran inscribir en un periodo de tiempo, lo mas simple es definir la regla sin
agregar carga funcional al Directorio.
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5.3.1 FAPI 2.0 para Directorio

Creemos que para consultar datos de descubrimiento como Participantes,
certificados o finalidades al directorio, lo mas parecido entre los estandares usados
Propuestas EDS 5.3.1 en FAPI 2.0 es OpenlID Connect Discovery (OIDD). Es un estandar simple, que hace
una peticion GET y recibe una respuesta JSON, con una comunicacion protegida
usando TLS. No exige que TLS utilice certificado en ambas puntas, pero tampoco lo
prohibe por lo que nuestra recomendacion es seguir ese modelo para las consultas al
Directorio. Es decir, TLS con certificado en ambas puntas.
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7.1.2 Endpoints Pagos

Estamos de acuerdo con esta propuesta de Apis separadas por tipo de pago vy
Propuestas EDS 7.1.3 endpoint diferenciados entre PN/PJ , considerando que se envia desde la PSBI al
endpoint PAR en el authorization_details.

7.1.3 Flujo desatachado y campos opcionales

Como lo revisamos en los otros grupos técnicos, la implementacion de flujos
desatachados y campos opcionales esta pensando en un futuro del SFA, hoy la
definicion es partir con flujos redirigidos, por lo que debemos concentrarnos en ello.




6.3.3 Procedimiento para operaciones de pago desconocidas por clientes

Propuestas EDS

Se debe tener una definicion clara de las responsabilidades de cada actor del SFA. Por ello
6-3-3y7-2-4 es fundamental que la CMF establezca cuales seran los casos donde operen los
mecanismos de resolucion de controversias, esto debe ser antes de cualquier
implementacion que se requiera realizar.

7.2.4 Implementacion de flujos desatachados

Creemos que la implementacion de flujos desatachados es un deseable para el sistema de
finanzas Abiertas, sin embargo, nos preocupa la gradualidad de las etapas, ya que podria
afectar mucho a los participantes de menor envergadura respeto de la tecnologia vy
costos asociados a la implementacion, sobre todo cuando se habla de una etapa donde Ia
implementacion seria obligatoria para las IPCs.




Asociacion de Aseguradores de Chile, Asociacion
Gremial - Asociacion de Aseguradores de Chile
A.G. (AACH)




A\

ASOCIACION DE

ASEGURADORES
DE CHILE A.G.

Revision etapa 4.5
Octubre 2025




DE
MMMMMMM

Agenda

IOverview y comentarios
etapa 4.5

107



Roles y responsabilidades en flujo de iniciacion de pagos

La discusion enfatizé que las funciones y
responsabilidades de cada actor (orquestador del pago,
ejecutor, responsables de poderes y representacion)
deben quedar registradas y documentadas para
prevenir vacios operacionales o legales.

Se puso especial foco en asegurar que los mecanismos
de comunicacidon formal para resolucidn de incidentes,
investigaciones o errores estén explicitados y normados
dentro del sistema.

Postura/Comentarios:

Se adhiere que la discusion debe pasar a nivel
estratégico, se excede al ambito de los GT.

Se releva los principios indicados en el documento
resumen (gradualidad, balance entre seguridad y UX).

Se insta a definir mecanismos para evitar ambigtiedades
y delegar responsabilidades normativamente y
contractualmente.

Overview y comentarios etapa 4.5 - UX

Tableros de control del usuario

e Se senald que el usuario debe siempre contar con un
panel agil y sencillo, donde pueda revisar sus

consentimientos vigentes o pasados y revocar de forma

directa cualquiera de ellos.

e Se propuso que dicho panel se extienda —cuando sea
requerido— para personas juridicas o manejo de
multiples consentimientos, permitiendo busquedas o
gestion masiva.

* Se remarco la necesidad de garantizar la sincronizacion

y eliminacién de informacion entre las distintas
instituciones cuando un consentimiento es revocado,
evitando inconsistencias.

Postura/Comentarios:

* Se adhiere a la propuesta se simplificar el uso (evitando
la adopcion de tecnologias complejas).

A\
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Flujo de consentimiento para pagos programados y
recurrentes

Se discutiod la obligatoriedad de los parametros para los
pagos programados y recurrentes (monto, periodicidad,
plazo y limites maximos de monto o frecuencia) en el
mandato de pagos programados y recurrentes.

Se recalcd la importancia de permitir la revocacion o
edicion del consentimiento en cualquier momento,
garantizando un canal inmediato y transparente para
ello.

Se destaco que ante cualquier cambio relevante del
consentimiento, como la periodicidad o el destino,
debe solicitarse un nuevo consentimiento explicito del
usuario.

Hubo consenso en que el sistema debe soportar
registros y evidencias de todos los ciclos de vida del
consentimiento, facilitando la auditoria y el
cumplimiento normativo en casos de disputa o
investigacion.

Postura/Comentarios:

Se adhiere. Las modificaciones del consentimiento
deben generar necesariamente un nuevo
consentimiento, con las condiciones y parametros.
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Overview y comentarios etapa 4.5 - API

Estructura de los endpoints de iniciacion de pagos TPM y TPS de iniciacion de pagos

* EIEdS propuso y hubo consenso de una estructura diferenciada de endpoints por tipo * Se planted iniciar con valores conservadores tanto para TPM y TPS, con protocolos
de pago y tipo de cliente (PJ/PN), argumentando que esta arquitectura facilita el claros para revision y ajuste incremental, poniendo énfasis en monitorear el
monitoreo operativo, la segmentacion de controles de riesgo, y la trazabilidad de los desempefio real del sistema antes de autorizar alzas.

flujos individuales versus recurrentes. ] . ] o
e Se acuerda que sea escalable y revisable por tamano y endpoint, con limites iniciales

Postura/Comentarios: conservadores y mecanismos automaticos de gestidon de excesos.

* Se adhiere a la propuesta. Debe haber una separacion de endpoints por tipo de pagoy Postura/Comentarios:
tipo de cliente para mayor trazabilidad y control, oponiéndose a esquemas unicos que

. o, S  Se adhiere. Se considera necesario establecer valores iniciales prudentes, revision
dificulten la auditoria y analisis por uso. P ’

periddica y gestion técnica (mecanismos) automatica ante limites, priorizando
estabilidad operativa para evitar sobrecargas.
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